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• Network as a Service (NaaS)はSoftware-Defined Networking (SDN)、プログラマブルネット
ワーキング、APIベースのオペレーションをWANサービス、トランスポート、ハイブリッド
クラウド、マルチクラウド、Private Network Interconnect、インターネットエクスチェンジ
ポイントにもたらす

• 歴史的な定義としては、ネットワーク・トランスポート接続のためのサービスの記述を含む
NaaSの基本的な概念に焦点を当てていた

• NaaSはまた、ネットワークとコンピューティングリソースを統合された全体として考慮する
ことによるリソース割り当ての最適化も含む

• クラウド・コンピューティングの出現により、NaaSはクラウド外の作業者間（古典的なエン
タープライズWANアーキテクチャの更新）だけでなく、プライベート（多くの場合マルチテ
ナント）データセンター施設（MTDC）およびパブリッククラウドサービスプロバイダー
（CSP）にある企業リソース間のトランスポートとなり、成長する「クラウドファースト」
エンタープライズアーキテクチャにおけるこれらすべての相互接続を含む

Network as a Service (NaaS)とは?

https://en.wikipedia.org/wiki/Network_as_a_service
https://www.janog.gr.jp/meeting/janog48/wp-content/uploads/2021/05/janog48-naas-Kohno-01.pdf

ちょっと抽象的すぎて難しい。。。

https://en.wikipedia.org/wiki/Network_as_a_service
https://www.janog.gr.jp/meeting/janog48/wp-content/uploads/2021/05/janog48-naas-Kohno-01.pdf
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Network as a Service (NaaS) モデル

https://www.janog.gr.jp/meeting/janog48/wp-content/uploads/2021/05/janog48-naas-Kohno-01.pdf

https://www.janog.gr.jp/meeting/janog48/wp-content/uploads/2021/05/janog48-naas-Kohno-01.pdf
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Network as a Service (NaaS) for Business

Market
Enterprises

Digital 
Transformation

Access to
Digital Transformation

NaaS

Evolution of enterprise 
connectivity

Technology

Business model

Goal

Real-time, on-demand, 
programmable WAN

Consumed as a service

Improve experience in the 
market-to-cloud segment

Gartner: 2026年までに、企業のトラフィックの
70％以上がプライベートMPLSからクラウドサー

ビスプロバイダーとの接続に移行する

Cisco: 2025年までの世界のエンタープラ
イズWANの売上は65億ドルと推定、

3年間の年平均成長率 ~29%
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SP Network as a Service (NaaS) for Business  

Market
Enterprises, Public Sector Cloud SP NaaS

Support SP and provide value to create their NaaS platform 
and become relevant to the Business Digital Transformation 

SP NaaS platform

Integrated Overlay-SDWAN
SP

Service Exchange Cloud

SDWAN - Software Defined Wide Area Network 

Underlay as a Platform

Three key components offering SP differentiation – based on ongoing projects
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SP NaaS use-cases

Enterprise
Site

Site

SP Edge

SP Service 
Exchange

SP network Outside SP network

Cloud

IaaS

SaaS

OTT

NaaS

NaaS

NaaS

NaaS

1 Site to site/DC

2 Site to SP Edge

3 Site to SP Service Exchange

4 Site to Cloud

5 Cloud to Cloud

NaaS delivery point

NaaS
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Market

Next-gen OSS/BSS

Automation

Underlay as a Platform

Service 
Exchange Cloud

Integrated Overlay – SDWAN

1 3

2

1 Abstract 
and expose 2 Optimize access to 

Cloud & Services3Differentiate 
with SLA

Consume
underlay SLA

Underlay
Feedback 

Automation, Orchestration and Observability

SP NaaS Framework and Differentiation
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SP NaaS Service Buildout 
SP managed, end-to-end service offering 
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Branch B

Branch A

Underlay as a Platform (UaaP) Public 
Cloud

SP Service
Exchange

SDCI

Direct
peering

Integrated Overlay

Cloud
Serivces

Interconnect Gateway

Customer Edge (CE)

Megaport

SDCI – Software Defined Cloud Interconnect

SPSE

SPSE

SP NaaS for Business
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Underlay as a 
Platform

Integrated 
Overlay

Multi-Cloud
Connectivity

SP Service
Exchange 

(SPSE)

SP Local  
Cloud Services

Network on demand 
with assurance

Consume SLA and 
Underlay feedback

Cloud on-ramp & 
SDCI support

Customer Edge (CE)
instance on Cloud/SDCI

SP Optimised Cloud 
access vis SPSE

Interconnect Gateway on 
SP Service Exchange

SP Cloud Services 
delivered from SPSE
eg Security, Sovereign 

Cloud, Collab etc

Service Flow
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Branch B

Branch A

Underlay as a Platform

Network (L3VPN) on demand with assurance and Infrastructural Functions 

Underlay as a Platform (UaaP)
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Branch B

Integrated Overlay

Underlay as a Platform

Branch A

Consume
Underlay SLA

Underlay
Feedback

Consume the Underlay SLA and underlay feedback loop

Customer Edge (CE)

Integrated Overlay (IO)
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Branch BBranch A SP Underlay

Transport Automation SDWAN Automation

1. Classify ingress traffic
2. Apply outer DSCP values
3. BFD probes per DSCP

1. Policy/steering based on DSCP
2. Accounting per DSCP/SLA à aaS

Client traffic Client traffic

Underlay construct 2 – Best effort

Underlay construct 1 – SR slice and QoS

Tunnel

Overlay to Underlay Premium Services mapping

Provider Edge

Customer Edge (CE)

Integrated Overlay (IO): Consume Underlay SLA
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Branch B

Branch A

Underlay as a Platform Cloud

Integrated Overlay

Multi-Cloud connectivity with Cloud and SDCI on-ramp

Interconnect Gateway

Customer Edge (CE)

SDCI

Megaport

Multi-Cloud Connectivity
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Cloud

Branch B

Branch A

Underlay as a Platform

Integrated Overlay

Optimised Cloud Access with SP middle-mile optimization

SP Service
Exchange

Interconnect Gateway

Customer Edge (CE)

SDCI

Megaport

Direct
peering

SP Service Exchange
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SP Cloud Automation SDWAN Automation

Enterprise SP Underlay SP Service
Exchange Cloud

Host / OS

Virtualization

VM1. Create VM
2. Instantiate Interconnect Gateway
3. Virtual interfaces

1. Add IG to Enterprise SDWAN fabric
2. Configure routing: Enterprise à SE à Cloud

Interconnect Gateway instantiation @ Service Exchange

Interconnect Gateway

Customer Edge (CE)

Service Exchange: Optimised Cloud Access
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Cloud

Branch B

Branch A

Underlay as a Platform

Integrated Overlay

SP Cloud Services (eg Security, Content) delivered from the SPSE

SP Service
Exchange

Interconnect Gateway

Customer Edge (CE)

SDCI

Megaport

Direct
peering

Cloud
Services

SPSE

SPSE

SP Local Cloud Services
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NaaS Components – Lab Setup
Modular, Open Framework with Inter-Domain open API’s 
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SP Transport Network

Customer MPLS VPN Service between SP Edges

Underlay – Premium Path

Underlay – Best Effort Path

Dallas Chicago

Service Assurance

Branch 1 Branch 2

SP DemarcationSP Demarcation

UaaP: Network on demand with Assurance
Initially, basic L3VPN Transport service 

SP Edge

SP Peering
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Public Cloud/SDCI

Underlay – Best Effort Path
Underlay – Premium Path

SP Transport Network

SP Edge

Dallas

SP Service Exchange

Miami

ChicagoBranch 1

SP Demarcation SP Demarcation

MPLS L3VPN Service

SP Peering

Branch 2

UaaP Automation

Transport Automation SP Cloud Automation

UaaP: Including Infrastructural Network Functions 
DC and Virtualisation stack in the SP Service Exchange
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Transport Automation (Cisco CNC)

Public Cloud/SDCISP Transport Network

SP Edge

Dallas

SP Service Exchange

Miami

ChicagoBranch 1

SP Demarcation SP Demarcation

SP Peering

Branch 2

Cisco NSO Service LCM 

Workflow/
Orchestration

API
Service Fulfilment
Service Catalog Exposure
e.g. TMF 641 Connector 

OSS/BSS/UI Service Order Manager (SOM) SNOWOSS/BSS/UI

API

API IPAM

Other Tools

Service Qualification
Inventory Exposure
Assurance

WebEx 
Teams

Self-service Portal

Full Stack: Underlay as a Platform

L2/L3NM (RFC 9291/ 9182) Service Provisioning
Binding to SR-TE Policy / FlexAlgo
Service Assurance for Intent Based Networking

API

SP NaaS Automation (Cisco BPA+ NSO)Service Catalog

API

SP Cloud Automation

Abstraction

Accedian (UaaP Assurance) 

P

P
P

Cisco NSO/Redhat OSP

P Accedian Probes

ETSI SOL00x

P

Abstraction

Domain 
Automation
(Controllers)
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Public Cloud/SDCISP Transport Network SP Service ExchangeBranch 1

SP Demarcation SP Demarcation

Branch 2

API
Service Fulfilment
Service Catalog Exposure
e.g. TMF 641 Connector 

OSS/BSS/UI Service Order Manager (SOM) SNOW

API

API IPAM

Other Tools

Service Qualification
Inventory Exposure
Assurance

WebEx 
Teams

Self-service Portal

API

SP NaaS Automation (Cisco BPA+ NSO)Service Catalog

API

P

Application Observability

API

Inc. IO, MC Connectivity, SPSE, Cloud Services

SDWAN Automation
(Cisco Viptella) 

vManage vBond vSmart

Transport Automation (Cisco CNC)

Cisco NSO Service LCM 

SP Cloud Automation

Accedian (UaaP Assurance) 

Cisco NSO/Redhat OSP

SP Edge Interconnect Gateway

Customer Edge (CE)SP Peering

L2/L3NM (RFC 9291/ 9182) Service Provisioning
Binding to SR-TE Policy / FlexAlgo
Service Assurance for Intent Based Networking

ETSI SOL00x SDWAN LCM & Monitoring

Workflow/
Orchestration

OSS/BSS/UI

Abstraction

Domain 
Automation
(Controllers)

Abstraction

DDOSFWDallas

Chicago
P

P

Miami
P
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Demo
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Demo use cases

Enterprise Cloud

Site to Site Site to Edge/Cloud

SDWAN

Multi-Cloud 
connectivity

SP Network
as a Platform

Services
insertion
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Demo flow

Create 
network 
context

Consume
SLA

SP managed 
services

SP Network as a platform Services insertion

Network context 
on demand per 
Enterprise with 

construct, 
performance 

monitoring, SLA 
profiles, and 

service assurance

Allow Enterprise 
applications to 

consume network 
SLA based on 
defined SLA 

profile

Attach SP 
managed services 
delivered from SP 
SE, inserting one 
or more services

Multi-Cloud connectivity

Connect Enterprise to Cloud and Edge with 
SP Service Exchange (SP SE) and partnering 
with SW Defined Cloud Interconnect (SDCI), 
optimizing on middle-mile, performance, and 

cost

SaaS

Attach SaaS 
delivered from 

Cloud or from SP 
SE (future option)

1 2 3

Connect the Enterprise to the 
Cloud with SP SE and SDCI

構築中
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Demo layout

Kiev-47 Paris-66

Riga-46

Napoli-
50

Salerno-
34

Madrid-
40

Vilnius-
86

Marseille
-77

Tallin-
69

Mainz-
65

SR MPLS network

cEdge A

Enteprise site 1

cEdge B

Enteprise site 2

SDWAN
Control Plan

SP managed
SDWAN Control Plane

App A

App B

App A

App B

SP Service Exchange

Cloud

Network node

SDWAN node

Cloud infrastructure



29

© 2022  Cisco and/or its affiliates. All rights reserved.   Cisco Confidential

Demo SW stack

NaaS platform
Cisco BPA

Service Catalogue• GUI for Demo
• Use cases workflow

• Domain controllers
• Teams operations

SP network

IP Controller
Cisco CNC

API

SDWAN

SDWAN Controller
Cisco vManage

API

Service Exchange

NFV Orchestrator
Cisco NSO

API

API

Enteprise

SP network team SP SDWAN team SP SE team

Enterprise ordering 

Implemented
in the demo

Real deployment
implementation

1 Declarative NaaS API

10s
Orchestrated Cross-Domain
Applications

1000s Physical, Virtual and
Containerized Devices

10,000s Customers Services Instances 
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SP Network on demand
Underlay as a Platform (UaaP)

Kiev-47 Paris-66

Riga-46

Napoli-
50

Salerno-
34

Madrid-
40

Vilnius-
86

Marseille
-77

Tallin-
69

Mainz-
65

SR MPLS network

cEdge A

Enteprise site 1

cEdge B

Enteprise site 2

SDWAN
Control Plan

SP managed
SDWAN Control Plane

App A

App B

App A

App B

VPN ordering VPN creation VPN assurance
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SP Network SLA on demand
Integrated Overlay

Kiev-47 Paris-66

Riga-46

Napoli-
50

Salerno-
34

Madrid-
40

Vilnius-
86

Marseille
-77

Tallin-
69

Mainz-
65

SR MPLS network

cEdge A

Enteprise site 1

cEdge B

Enteprise site 2

SDWAN
Control Plan

SP managed
SDWAN Control Plane

App A

App B

App A

App B

SDWAN overlay

Latency optimisedBest effort

SLA ordering SLA outcomes Network behaviour
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Branch BBranch A SP Underlay

Transport Automation SDWAN Automation

1. Classify ingress traffic
2. Apply outer DSCP values
3. BFD probes per DSCP

1. Policy/steering based on DSCP
2. Accounting per DSCP/SLA à aaS

Client traffic Client traffic

Underlay construct 2 – Best effort

Underlay construct 1 – SR slice and QoS

Tunnel

Overlay to Underlay Premium Services mapping

Provider Edge

Customer Edge (CE)

Integrated Overlay (IO): Consume Underlay SLA
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Connect to cloud on demand
Service Exchange (SE)

Kiev-47 Paris-66

Riga-46

Napoli-
50

Salerno-
34

Madrid-
40

Vilnius-
86

Marseille
-77

Tallin-
69

Mainz-
65

SR MPLS network

Enteprise site 1

cEdge B

Enteprise site 2

SDWAN
Control Plan

SP managed
SDWAN Control Plane

App A

App B

App A

App B

SP Service Exchange

Cloud

Host / OS

Virtualization

Virtual cEdge

cEdge A

cEdge A

Cloud connectivity
ordering

VM creation Cloud access added to 
Enterprise SDWAN 

fabric
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SP Cloud Automation SDWAN Automation

Enterprise SP Underlay SP Service
Exchange Cloud

Host / OS

Virtualization

VM1. Create VM
2. Instantiate Interconnect Gateway
3. Virtual interfaces

1. Add IG to Enterprise SDWAN fabric
2. Configure routing: Enterprise à SE à Cloud

Interconnect Gateway instantiation @ Service Exchange

Interconnect Gateway

Customer Edge (CE)

Service Exchange: Optimised Cloud Access
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Driving Complexity with Simplicity
Activate SD-WAN 
Application Marking

Associate VPN 
with TE Intent

Per-Flow 
Ingress TE

Service Intent based Assurance
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SP Network as a Service (NaaS)

Market
Enterprises

Digital 
Transformation SP NaaS

• NaaSは市場の需要はあるが抽象的な概念であり多くの表現がされている

• Service Providerのようなプラットフォームを持つ事業者が提供するサービスについて説明

• オープンAPI上に構築された抽象化されたモジュラーなクロスドメインのフレームワークが必要

• NaaSの可能性をフルに発揮するには、組織とサイロの変革が必要

• It is a journey with constant evolution as the customer and market requirement evolve




